
KwikGielen Corporate Finance - Privacy statement 
 
Introduction 
KwikGielen Corporate Finance B.V. (hereafter “Controller”) is committed to respect the privacy of its website 
visitors, (prospective) clients, suppliers, business partners and job applicants. Therefore, all personal data 
provided by you to Controller (“Personal Data”) will be processed by Controller in accordance with this Privacy 
Statement, the EU General Data Protection Regulation (Regulation EU 2016/679) (the “GDPR”) and all other 
applicable laws regarding personal data protection. 
 

The purpose of this Privacy Statement is to inform you on (i) how Controller uses and protects your Personal 
Data and (ii) your rights in relation to your Personal Data. This Privacy Statement was last updated on 1 March 
2022. Controller reserves the right to update this Privacy Statement from time to time. We therefore kindly 
ask you to regularly check this Privacy Statement. 
 

How do we collect your data? 
By contacting us or doing business with us or visiting the Controller website, you may provide us with Personal 
Data. This Privacy Statement is applicable to the processing by Controller of such Personal Data. 
 

What data do we collect? 
The categories of Personal Data collected do of course depend on the relationship we have with you. The 
following categories of personal data may for example be involved: 
 Name, gender, title and age / date of birth; 
 Nationality; 
 Contact details (for example address, telephone number, e-mail (work and/or private)); 
 Marital status and family composition; 
 Business details (organization, function, names of business relations); 
 Financial details (card number, IBAN/bank account number, amount, salary data); and 
 Administration number(s). 
 

How will we use your data? 
Depending upon your (legal) relationship with Controller, we may process your Personal Data for one or more 
of the following purposes: 
 to ensure proper communication; 
 to establish and manage our (potential) relationship with you; 
 to properly enter into and perform our agreement(s) with you; 
 to provide you with marketing/commercial information; 
 to optimize the quality of our services; 
 to ensure the security of its office; 
 to prevent, detect and investigate fraudulent or criminal activities; 
 to operate and manage its business processes and IT infrastructure; 
 to carry out recruitment activities; 
 to process and assess job applications; 
 to carry out business development activities; 
 in the context of a (potential) corporate transaction, such as a merger, sale or change of control; 
 to establish, exercise or defend our legal rights; 
 to protect the rights of third parties; and 
 to comply with applicable laws and regulations, court orders or the requests of an authority. 
 

Controller will not use your Personal Data for purposes that are incompatible with the purposes of which you 
have been informed, unless it is required or authorized by law to do so. 
 

On what legal ground does Controller use your personal data? 
Controller shall use your Personal Data on the basis of one or more of the following legal grounds: 
 because the use of your Personal Data is necessary for the conclusion and performance of an agreement 

with you; 
 because the use of your Personal Data is necessary to ensure compliance with its legal obligations; 
 because you have consented to the use of your personal data. 
 Controller has a legitimate interest in collecting and processing Personal Data, for example, (i) to ensure 

proper communication with you, (ii) to optimize the quality of its services, (iii) to operate and manage its 



business processes and IT systems, (iv) to detect, prevent and investigate fraud and (v) to enforce its rights 
and to comply with legal obligations. 
 

How do we secure your personal data? 
Controller takes appropriate technical and organizational measures to protect your Personal Data against 
accidental or unlawful destruction or accidental loss, alteration, unauthorized disclosure or access, and 
against all other unlawful forms of processing. Examples of such measures are the implementation of a secure 
IT infrastructure, the conclusion of data processing agreements with third parties if required and the 
restriction of access to personal data to authorized persons only. You will make sure to send us any 
information safely.  
 

The Controller website may, from time to time, contain links to and from the websites of third parties. If you 
follow a link to any of these websites, kindly note that these websites have their own privacy statements and 
that Controller does not accept any responsibility or liability for these statements or websites. Please consult 
these privacy statements before transferring any personal data. 
  

Who do we share your data with? 
Controller may transfer your personal data to the following categories of recipients: 
 service providers (for example IT support providers and cloud computing providers); 
 professional advisors (for example lawyers and accountants); 
 third parties in connection with a (potential) corporate transaction; 
 governmental or administrative authorities; 
 financial institutions, and; 
 insurance companies. 
 

Such recipients may be located outside the European Economic Area (the “EEA”). Unless otherwise notified to 
you, any transfers of your personal data to recipients located outside the EEA will be based on an adequacy 
decision or are governed by the standard contractual data protection clauses as set forth in clauses 45 and 
46 of the GDPR. 
  

Term 
Controller shall retain your Personal Data only for as long as is necessary for the purposes for which your 
Personal Data is collected. The criteria Controller uses to determine the applicable retention period include: 
the term of your agreement with Controller, the term of your (ongoing) relationship with Controller and 
Controller’s legal and contractual obligations. 
 

What are your data protection rights? 
As set forth in the GDPR, you have the right to request from Controller access to and rectification or erasure 
of your Personal Data or restriction of the processing of your Personal Data or to object to the processing of 
your Personal Data, as well as the right to data portability. 
 

Where Controller processes your Personal Data on the basis of your consent you have the right to withdraw 
your consent at any time. Such withdrawal will not affect the lawfulness of the processing based on consent 
before its withdrawal. 
 

If you believe that your rights have been violated and/or if you believe that Controller does not comply with 
applicable data protection laws, you have the right to lodge a complaint with the ‘Autoriteit 
Persoonsgegevens’. Should you have any questions regarding the processing of your Personal Data, including 
the exercise of your rights, please contact Controller by e-mail or regular mail using the contact details 
provided below:  
 
via e-mail: info@kwikgielen.nl 
 
via regular mail: 
KwikGielen Corporate Finance B.V. 
Attn: Gerjon Batterink  
Herengracht 495 
1017 BT Amsterdam 


